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BRASÍLIA / DF

22 DE OUTUBRO

CORTESIA PARA SERVIDORES PÚBLICOS
E FUNCIONÁRIOS DE BANCOS



Informações Gerais

A área de Cyber Security a cada ano torna-se mais relevante com a implementação de novas tecnologias e evolução da sociedade. Nesse 
contexto, a Network Eventos propôs o debate com as principais lideranças de autarquias e empresas do Governo Federal, além de 
empresas privadas, consultores especialistas, Autoridades e sumidades da área. 

Com o sucesso total em sua primeira edição, a Network Eventos em parceria com o Portal Convergência Digital, realizou o Cyber.Gov, em 
sua 2ª Edição, contando com a fundamental participação do Serpro, Dataprev, dentre outros.
O evento contou com inscrição cortesia para servidores públicos e funcionários de bancos.

Local: Centro de Convenções Parque Cidade Corporate - Brasília / DF 
Endereço: C - Setor Comercial Sul Quadra 9 - Asa Sul, Brasília - DF, 70308-200
Data: 22 de outubro de 2024   
Duração: 1 dia
Número de participantes esperados: 350 pessoas
Evento fechado (Cortesia para servidores públicos)

Acesse o relatório final e a cobertura jornalística da última edição.

ACESSE AQUI O RELATÓRIO FINAL| CYBER.GOV - 1ª EDIÇÃO COBERTURA - CONVERGÊNCIA DIGITAL

https://networkeventos.com.br/evento/cyber-gov/
https://networkeventos.com.br/wp-content/uploads/2023/06/relatorio-final-cyber.gov-2023-v2-1.pdf
https://www.convergenciadigital.com.br/Especial-Cyber-GOV-2023-95


Cobertura jornalística Portal Convergência Digital

● Sem planejamento, Cibersegurança é uma caixa preta devoradora de recursos

● Desrespeito à LGPD no setor público exige que ANPD reveja regulação

● Huawei: Mitigar ataques hackers passa por atenção redobrada à infraestrutura

● Compras governamentais: termos de referência de cibersegurança são mal escritos

● ITI quer inserir certificado digital nas carteiras de identidade

● Regulação de IA é urgente para Estados definirem suas políticas públicas

● Serpro: 6 milhões de IPs únicos atacaram redes do governo em 2023, o dobro de 2022

● Correios massificam treinamentos para reagir ao ransomware e aos hackers

● Anatel: Datacenters e cabos submarinos têm de cumprir regras de cibersegurança

● Cibersegurança: Mais que agência reguladora, Brasil precisa de estrutura de governança

● Anatel: Bloqueios do X e das bets expõem fragilidade digital do Brasil

● Guardião Cibernético 6.0 estressou ataques a satélites e cabos submarinos

● Anatel: a infraestrutura mais crítica do Brasil é na Praia do Futuro-CE e está desprotegida

https://convergenciadigital.com.br/seguranca/sem-planejamento-ciberseguranca-e-uma-caixa-preta-devoradora-de-recursos/
https://convergenciadigital.com.br/governo/desrespeito-a-lgpd-no-setor-publico-exige-que-anpd-reveja-regulacao/
https://convergenciadigital.com.br/seguranca/mitigar-ataques-hackers-passa-por-atencao-redobrada-a-infraestrutura/
https://convergenciadigital.com.br/governo/compras-governamentais-termos-de-referencia-de-ciberseguranca-sao-mal-escritos/
https://convergenciadigital.com.br/governo/iti-quer-inserir-certificado-digital-nas-carteiras-de-identidade/
https://convergenciadigital.com.br/governo/regulacao-de-ia-e-urgente-para-estados-definirem-suas-politicas-publicas/
https://convergenciadigital.com.br/governo/serpro-6-milhoes-de-ips-unicos-atacaram-redes-do-governo-em-2023-o-dobro-de-2022/
https://convergenciadigital.com.br/mercado/correios-massificam-treinamentos-para-reagir-ao-ransomware-e-aos-hackers/
https://convergenciadigital.com.br/seguranca/anatel-datacenters-e-cabos-submarinos-tem-de-cumprir-regras-de-ciberseguranca/
https://convergenciadigital.com.br/governo/ciberseguranca-mais-que-agencia-reguladora-brasil-precisa-de-estrutura-de-governanca/
https://convergenciadigital.com.br/governo/anatel-bloqueios-do-x-e-das-bets-expoem-fragilidade-digital-do-brasil/
https://convergenciadigital.com.br/seguranca/guardiao-cibernetico-6-0-estressou-ataques-a-satelites-e-cabos-submarinos/
https://convergenciadigital.com.br/seguranca/anatel-a-infraestrutura-mais-critica-do-brasil-e-na-praia-do-futuro-ce-e-esta-desprotegida/
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08:00 – 09:00 Credenciamento

09:00 – 10:00

Painel 1:  “A Política Nacional e os desafios da Segurança da Informação no Setor Público”

Moderadora: Ana Paula Lobo - Jornalista - Convergência Digital  

● Carlos Baigorri  - Presidente - Anatel  
● Enylson Camolesi - Presidente - Instituto Nacional de Tecnologia da Informação (ITI) 
● Luiz Fernando Moraes da Silva - Diretor do Departamento de Segurança Cibernética - Gabinete de Segurança Institucional da Presidência da 

República (GSI) 

● Leonardo Ferreira - Diretor de Privacidade e Segurança do Sistema de Gestão do Desempenho (SGD) -  Ministério da Gestão e da Inovação em 
Serviços Públicos (MGI)  

10:35 – 11:35

Painel 2: “A  Estratégia Nacional de Cibersegurança e a Integração dos Órgãos de Governo“
Moderador: Rafael Rabelo Nunes - Professor e Doutor - Universidade de Brasília (UNB)  
● Gustavo Borges Santana - Superintendente de Controle de Obrigações - Anatel  
● João Vieira de Almeida Junior - Superintendente de Cibersegurança - CISO - Serpro 
● Percival Henriques de Souza Neto - Coordenador da Câmara de Segurança Cibernética - Comitê Gestor da Internet no Brasil (CGI.Br) 
● Evandro Nicomedes Araujo - Assessor da Diretoria Técnica - PRODEMGE  
● João Ataíde - Professor especialista em IA - Superior Tribunal de Justiça  (STJ)  

Cyber.GOV 2ª Edição - 22 de outubro de 2024

10:00 – 10:20
Palestra 1: ‘’Mitigação de Ameaças Cibernéticas: Segurança Aprimorada ao Longo de Todo do Ciclo de Vida - Cinco Transformações’’

• Henrique CM dos Reis - Gerente de Soluções - Huawei  

10:20 – 10:35 Coffee Break, Networking e Visita aos Expositores



14:00 - 15:10

Painel 3: "Ações de mitigação de ameaças cibernéticas : Como atuar na aplicação de soluções para o Governo "
Moderador: Delfino Natal de Souza - Consultor Especializado  
● Álvaro da Costa Rondon Neto - Diretor de Tecnologia da Informação - AGU  
● Thiago Iahn - Head de Cyber Security - Serpro  
● Vinicius Costa Correia - Gerente de Tecnologia da Informação - Telebras  
● Leonardo Resende - Chefe do Departamento de Segurança da Informação e Dados - Correios 
● Henrique dos Reis - Gerente de Soluções - Huawei  
● Daniel Batista - Diretor Comercial - Security Data 

15:10 - 15:30
Palestra 3: “Proteção de dados e ciberameaças”

•  Heitor Faria - CEO - Bacula Brasil e América Latina  

16:40 – 16:55 Coffee Break, Networking e Visita aos Expositores

15:30 - 16:40

Painel 4: "As Ameaças de Tecnologias Emergentes, Computação Quântica e a Cibersegurança no Mundo Digital"
Moderador: Jorge Fernando Krug Santos – Assessor da Presidência  – Banrisul  
● Bruno Manhães de Souza - Superintendente de Gestão de Data Center - SUGD - Dataprev  
● Atila Bandeira - Gerente Executivo - Líder de Cyber Security e DPO do Banco do Brasil - Banco do Brasil 
● Marcos Teixeira - Assessor Especial da Secretaria de Estado de Governo e Gestão Estratégica - SEGOV- MS  
● Wesley Barbosa - Diretor Comercial - Elea Data Centers  
● Luciano Scorsin - Senior Solutions Architect - Red Hat  

Cyber.GOV 2ª Edição - 22 de outubro de 2024

12:00 – 14:00 Intervalo para Almoço

11:35 – 11:55
Palestra 2: “Segurança reputacional e de aspectos de ESG na contratação pública"

• Filipe Rocha - Gerente de Desenvolvimento de Novos Negócios - LexisNexis  



18:25 Encerramento

17:15 - 18:25

Painel 5: “Investimento governamental em Cibersegurança: A Necessidade da Priorização para a Redução de Vulnerabilidades"

Moderadora: Ana Paula Lobo - Jornalista - Convergência Digital  

• Katia Cardoso - Gerente de projetos - Autoridade Nacional de Proteção de Dados (ANPD) 

• Luciano Lima Kuppens - Chefe da Divisão de Segurança da Informação - CNJ  

• Gen (R1) Wilson M. Lauria - Professor Convidado - FGV/SP 

• Elvis Rocha - Enterprise Accounts - Red Hat  

• Isaac Lima de Paula - Analista de Privacidade e Conformidade Digital - MSB Tecnologia  

Cyber.GOV 2ª Edição - 22 de outubro de 2024

16:55 - 17:15
Palestra 4: “Proteção e Segurança Cibernética como Serviço (SOC/MDR) - O case do ataque cibernético ao ambiente da OAB Nacional”

• Daniel Batista - Diretor Comercial - Security Data 
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Nossa equipe neste evento 

Carlos Calazans
Diretor Geral | ccalazans@networkeventos.com.br 

Thiago Chagastelles (21) 994976164 
Diretor Comercial | thiago.chagastelles@networkeventos.com.br 

Elisa Rodrigues (21) 992567902
Gerente Geral | elisa@networkeventos.com.br

Clara Imbiriba (21) 969878162
Auxiliar de Eventos | eventos2@networkeventos.com.br

Ewerton Lucas 
Design & Criação | criacao@networkeventos.com.br

Acesse também nosso calendário de eventos:
networkeventos.com.br/calendario 

Acompanhe nossas redes sociais:

mailto:ccalazans@networkeventos.com.br
mailto:thiago.chagastelles@networkeventos.com.br
mailto:elisa@networkeventos.com.br
mailto:criacao@netwrokeventos.com.br
http://networkeventos.com.br/calendario/
https://www.linkedin.com/company/1888405?trk=tyah&trkInfo=clickedVertical:company,clickedEntityId:1888405,idx:2-1-2,tarId:1462471171927,tas:Network%20Eventos
https://www.instagram.com/networkeventos/
https://www.youtube.com/channel/UCTABRgowOqFTj4l2St-yHzQ

